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GD_037: Remote Monitoring Guidance 





1. Background

During the COVID-19 pandemic many research sponsors had to adapt their approach to monitoring to maintain oversight in a period when on-site visits were restricted.   The altered working arrangements meant a shift towards conducting remote monitoring in the place of traditional on-site visits.  Going forward, research sponsors may decide to continue with remote monitoring, where this can be carried out safely and effectively and does not impact on the quality of the research data.
 

2. Purpose

This guidance document outlines how UHBW can comply with external sponsor requirements for monitoring, in particular those determined by the Medicines for Human Use (Clinical Trials) Regulations, to allow remote monitoring visits to be conducted in a safe and secure way whilst meeting the challenges around remote source data verification (SDV). 


3. Remote Monitoring

Remote monitoring is supported by the HRA and MHRA, however remote monitoring and source data verification must not result in confidential patient information being sent to the sponsor or stored by the sponsor if this has not already been addressed in the participant information sheet.  Any remote monitoring should therefore be conducted in a secure manner. 

It is also important that significant additional burden is not placed on research delivery teams to prepare and scan study documents or to attend lengthy remote monitoring calls or video conferences. For industry sponsored studies, any significant additional burden placed on the research delivery team may need to be funded and a discussion will be required prior to remote monitoring commencing.

Advice has been sought from UHBW’s Information Governance team and the following options are supported by the Trust for remote monitoring:

a) Screen-sharing via video-conference

Only the UHBW instance of MS Teams is an approved platform for video-conferences for remote monitoring purposes, to ensure security. If UHBW’s MS Teams is used, there is no requirement for documents to be redacted and screen-sharing of clinical records is permitted, however the following should also be in place:

· Patient consent for monitors to access identifiable information for monitoring purposes.
· Screen-shots must not be taken.
· The video-conference should not be recorded.
· Equipment/devices used for the video-conference must be secure, e.g. have appropriate firewalls, security setting, and should not be left unattended.
· Location of access will be agreed prior to the video-conference and a private location will be used.
· The monitor will confirm they are alone in the room/area to ensure their screen can’t be seen or the conversation can’t be overheard by anybody else.

Alternative video-conference platforms may be considered, however approval must be sought from UHBW’s Information Governance team before they are used.

b) Redaction of source documents and sending to monitor

Redaction of source documents is acceptable, it can be done on paper or electronically, and these along with other non-identifiable study documents can be sent to the study monitor. However, there are certain requirements that should be met:

· Redaction should be done in accordance with the guidance on redaction published by the National Archives.
· Documents sent electronically should be done so via a secure email, e.g. UHBW address and [secure] function.
· Documents sent in hard copy should be done so via a secure postal service.

Should redaction not be possible study participants will need to consent to any identifiers leaving the Trust and be assured that their confidentiality will be protected.



4. Further Guidance

Further guidance is available at the links below:


https://www.nationalarchives.gov.uk/documents/information-management/redaction_toolkit.pdf

Oversight and monitoring activities - GOV.UK (www.gov.uk) 
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