GD_018 GUIDANCE DOCUMENT: ESSENTIAL RESEARCH DOCUMENTATION



1.0 	Purpose
This document should be read in conjunction with SOP_014 Essential Research Documentation.  It is not intended to be prescriptive but to provide guidance and some examples of good practice for maintaining the sponsor Trial Master File (sponsor TMF) and for maintaining an Investigator Site File (ISF).

2.0 	‘Good housekeeping’ for a paper TMF and ISF 
· Documentation should be filed in the TMF and ISF contemporaneously and the TMF or ISF should therefore be ‘inspection ready’ at all times.
· Duplication of documentation should be avoided.  Chain emails can be helpful for ease of reference and in reducing the volume of filing, provided that the conversation thread is clearly set out.  Ideally, documents and correspondence should be stored in one location only; however, there may be situations where it is useful to file them in more than one location and, in which case, particular care should be taken to ensure that the correspondence is complete and the documentation up to date in all the locations where they are held.   As part of the preparation of the TMF or ISF for archiving, any unnecessary duplicate documents and email correspondence should be identified and removed.
· Each section of the TMF and ISF should be filed in chronological date order, preferably with the most recent correspondence at the front of the file. 
· Check that all pages are present in documents at the time of filing. 
· Draft documents only need to be retained if they provide necessary evidence of documentation production or the review process.  However, if there are other ways of providing this evidence (e.g. acknowledgement of receipt), they do not need to be kept in the TMF or ISF.
· Email correspondence which reconstructs key activities or decisions taken should be retained in the TMF and ISF.  It is recommended that the remaining ‘background’ email correspondence should be retained and archived securely (e.g.  in a dedicated archiving area on the server or downloaded to an encrypted memory stick and kept in a locked cabinet) in case this needs to be referred to during an inspection or monitoring visit.  Ideally, it should be retained as a pst (personal storage table) file i.e. archived as a Microsoft Outlook data file, rather than pdf or printed, to ensure that the associated metadata is retained. 


3.0 	E-TMF and e-ISF
Although the same principles and standards equally apply to paper TMF, ISF and e-TMF and e-ISFs (as set out in SOP_014 Essential Research Documentation), there are particular issues relating to the e-TMF and e-ISFs that will need to be addressed. Please note for e-TMFs it is recommended that an e-TMF plan is put in place prior to its use ensuring management arrangements are documented and all requirements have been considered. 

The requirements for both an e-TMF and e-ISF are expanded upon below:

3.1 	Accessibility
· Consideration needs to be given to ease of access by MHRA inspectors or sponsor monitors to the e-TMF or e-ISF.  They should be able to have ‘read only’ access and not be reliant on a ‘super-user’ to access different parts of the e-TMF or e-ISF.  
· The e-TMF or e-ISF should also be clearly organised through use of clear and consistent file labelling and indexing so that it is easy to navigate. 
· Extensive training should not be required by MHRA inspectors or sponsor monitors to enable them to navigate the e-TMF or e-ISF.
· The MHRA does not consider it acceptable to be provided with a copy or a snapshot of the e-TMF or e-ISF.
· Validation of the e-TMF and e-ISF must be carried out prior to its use to ensure it is fit for purpose and required functionality (e.g. restricted access to certain users is in place
· ) Individual passwords should be required for access to the e-TMF or e-ISF to ensure only authorised users have access.
· All documents will need to be clearly version controlled with a clear accessible audit trail that meets MHRA requirements to protect against unauthorised changes.
· If a sponsor provides an e-ISF for use in a trial then the site should have control of all essential documents and records generated by the site before, during, and after the trial. This includes having control of who has access to the e-ISF.


3.2 	Certification
· If a document is transferred from paper TMF to e-TMF it must be validated for authenticity (‘certification’).  This requires a person with the necessary authority to certify that the scanned document is a complete and accurate copy of the paper version.  The paper version may then be destroyed.  
· When reviewing scanned documents for completeness, this should include a check that any necessary completed signature pages are present and that all odd and even pages have been scanned.
· Authenticity only needs to be demonstrated if the e-file was not originally generated electronically on the IT system used for storing the e-TMF or if the location of the original paper document is not accessible on inspection.  For example, it is not necessary to authenticate a scanned CV if the e-TMF can identify the location of the original signed CV and if the original document is available to view by the inspector.  
· If a document is moved between organisations or departments for scanning, a ‘chain of custody’ record should be maintained.  Where certification is required, this should be in place before the original source document is destroyed. 

3.3 	Audit 
· Built-in audit trails in e-TMF software systems can support data integrity management and workflow management by capturing the date, time and user for a range of data management tasks which may include creating, uploading, approving, changing and deleting documents. Audit trails usually have the facility to identify which individuals accessed which documents, whether any changes have been made (‘traceability’) and to flag whether only permitted individuals had access to particular documentation.  Audit trails can be useful, for example, in blinded studies, where it is essential that the integrity of the data is not compromised by certain individuals having access to unblinded data.
· E-TMFs which use workflows for reviewing, approving, acknowledging receipt of documentation, and changing documentation should have an audit functionality. There should also be documented evidence that staff are trained in the use of workflows.
· Periodic audits or quality control checks of the e-TMF are recommended.  This might include checks of individual documents for legibility, reproduction of colour, completeness, whether any changes have been made to a particular document, that the correct document has been filed and that documented procedures have been followed for the transfer from paper TMF to e-TMF (if applicable). 




3.4 Processes:

· There needs to be a clear process for filing documents for example when, by whom and will draft documents be stored outside of the e-TMF or e-ISF?
· In some instances, it may be appropriate for some users to only have access to parts of the e-TMF or e-ISF subject to role and other users to have access to the entirety of the e-TMF or e-ISF. This would need to be clearly documented. 
· There should be a documented system in place for making changes to the system (including a list of personnel authorised to make those changes)
· Password enabled signatures can be utilised for efficiency as long as clear audit trails are in place to authenticate the signature. 
· There needs to be a management system in place for creating and deleting accounts. Particular attention should be given to ensuring a robust process is in place for revoking access for researchers who no longer work on the trial or changing user access requirements, for example if a researcher’s study role changes.
· Checks need to be in place to ensure all documents are legible (if scanned into the e-ISF) and they are correctly indexed.  A clear process is required to ensure scanned copies are authentic copies (as described above in 3.3)
· Documents must be uploaded contemporaneously, and evidence should be in place of that (i.e. date document uploaded)
· Training should be provided on the e-TMF or e-ISF and this should be documented.

3.5 Secure storage:

· The e-TMF or e-ISF must be stored securely to protect from unauthorised access or from accidental deletion.
· If using a web-based application due consideration needs to be made as to what plans are in place if access to the web is unavailable. If the storage is on a cloud outside of the UK again assurances are required for secure storage.
· There needs to be clear back up arrangements in place and details of this should be documented i.e. where the back-up is held (is it in a separate location?)
· There needs to be arrangements in place for retention at end of study including locking the e-TMF and e-ISF, restricted access, and software updates to make sure it remains accessible.
· There needs to be a clear mechanism for archiving the e-TMF or e-ISF to protect it from obsolescence. It is recommended an archiving plan is in place to describe how and where it will be stored for future access as required.




4.0 Electronic medical records
· The MHRA accepts the use of electronic medical records in research provided that the e-medical records have a documented procedure for validating scanned documents, that evidence can be provided that scanned documents are an authentic copy of the original and that the records are saved in an e-format which can be retrieved at a later date for inspection purposes.  
· The Trust’s Electronic Data Management System for medical records (EVOLVE) has a validated process for confirming that scanned documents are certified copies (EVOLVE Research Checklist signed by Andrew Hooper and Diana Benton October 2015).
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